Connecting via SSH



Connecting via SSH in a
Terminal

In a terminal, you only need to type in this command...

|ssh <your4username>@fireantllcaz.net|



Connecting via SSH in a File
Explorer

In order to browse server files in a local file browser, you'll first need a program that supports the

SCP protocol. For this guide, I'll be using WinSCP.

If you launch WinSCP for the first time, you'll be presented with login options. Here are what you
should set the options...

File Protocol: | SFTP|

* Host name: |fireantllcaz. net]|
* Port number: |22|

* User name: |<your username>|

* Password: | <your password>|

G MNew Site Session
=

File protocol:
SFTP

Host name: Port number:

fireantlcaz.net 22

User name: Password:

Edit Advanced... |*

Tools - Manage - Login IV Close Help

B show Login dislog on startup and when the last session is dosed

Upon your first time connecting, you'll get a warning that you're connecting to an unknown server
and be asked whether or not to save the host's key to cache. Click | Yes|.


https://winscp.net/eng/index.php
https://wiki.fireantllcaz.net/uploads/images/gallery/2022-10/image-1665700241003.png

Warning

Continue connecting to an unknown server and add its
host key to a cache?

The server's host key was not found in the cache. You have no guarantee that
the server is the computer you think it is.

The server's Ed25519 key details are:
Algorithm: ssh-ed23519 255
SHA-256  N9mgALUoR+bClwCgBT40U0WART nlAWxMozewmuGtZA
MD5: 64:78:93: 5 T:b 92 5:46:33:3F:4d: d 2:01:65:6T: 62

If you trust this host, press Yes, To connect without adding host key to the
cache, press Mo, To abandon the connection press Cancel.

D

Copy key fingerprints to dipboard

Yes |v Mo Cancel Help

And there you go! You're in!
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